
 

Certificate GB21/968193 
 

 

The management system of 
 

 

Siemens Healthineers AG; Siemens 
Healthcare Diagnostics GmbH; 
Steiermärkische Medizinarchiv GmbH; 
Varian Medical Systems Finland Oy; ITH 
icoserve technology for healthcare 
GmbH 

 

  

Siemensstr. 3, 91301 Forchheim, Germany 
 

 

 

has been assessed and certified as meeting the requirements of 
 

ISO/IEC 27001:2022 
 

 

For the following activities 
 

The Scope of Registration appears on page 2 of this certificate 
 

 

 

This certificate is valid from 24 July 2025 until 10 February 2027 and remains valid subject to satisfactory surveillance 
audits. 

 

Issue 6. Certified since 10 February 2021 
 

Certified activities performed by additional sites are listed on subsequent pages. 
 

 

 

 

  

Authorised by 
 

Liz Moran 
 

Business Manager 
 

 

SGS United Kingdom Ltd 
 

Rossmore Business Park, Ellesmere Port, Cheshire, CH65 3EN, UK 
 

t +44 (0)151 350-6666 - www.sgs.com 
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Certificate GB21/968193, continued 
 

Siemens Healthineers AG; Siemens 
Healthcare Diagnostics GmbH; 
Steiermärkische Medizinarchiv GmbH; 
Varian Medical Systems Finland Oy; 
ITH icoserve technology for healthcare 
GmbH 

 

  

 

ISO/IEC 27001:2022 
 

 

Issue 6 
 

(1) Governance and Assurance by Corporate Cybersecurity and Data Privacy. 
(2) Marketing, sales, planning, distribution, installation, putting in operation, training, service and 
reconditioning of diagnostic imaging devices and components, in-vitro diagnostics devices, components 
and reagents, therapeutic devices and components, clinical information systems, IT systems and related 
hardware and software, managing and servicing of multi-vendor devices, and managing partners working 
on behalf of the organization.  
(3) Engineering, configuration, delivery and operations of software and digital services. 
(4) Design, Development of medical devices, medical software products and digital services with or 
without hosting of personal data. 
(5) Manufacturing of medical devices, medical software products and digital services  
assessed in accordance with SoA V3.0 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

This document is an authentic electronic certificate for Client’ business purposes use only. Printed version of the electronic certificate are permitted and will be considered as 
a copy. This document is issued by the Company subject to SGS General Conditions of certification services available on Terms and Conditions | SGS. Attention is drawn to 
the limitation of liability, indemnification and jurisdictional clauses contained therein. This document is copyright protected and any unauthorized alteration, forgery or 
falsification of the content or appearance of this document is unlawful. 

 

  

Page 2 / 5 

https://www.sgs.com/en/terms-and-conditions/


 

Certificate GB21/968193, continued 
 

Siemens Healthineers AG; Siemens 
Healthcare Diagnostics GmbH; 
Steiermärkische Medizinarchiv GmbH; 
Varian Medical Systems Finland Oy; ITH 
icoserve technology for healthcare 
GmbH 

 

  

 

ISO/IEC 27001:2022 
 

 

Issue 6 
 

 

Sites  
 

 

Siemens Healthineers AG 

Siemensstr. 3, 91301 Forchheim, Germany 

 

The Siemens Healthineers global Cybersecurity Management System covering Governance and Assurance by the 

central groups for Cybersecurity and Data Protection. Assessed in accordance with ISO 27001:2022 SoA v3.0 

 
 

 
 

Siemens Healthineers AG 

Karl Heinz Kaske Strasse 5,  Erlangen, Germany 

 

The Siemens Healthineers global Cybersecurity Management System covering Governance and Assurance by the 

central groups for Cybersecurity and Data Protection. Assessed in accordance with ISO 27001:2022 SoA v3.0. 

 
 

 
 

ITH icoserve technology for healthcare GmbH 

Innrain 98, 6020 Innsbruck, Austria 

 

(1) Governance and Assurance by Corporate Cybersecurity and Data Privacy.  

(2) Marketing, sales, planning, distribution, installation, putting in operation, training, service and reconditioning of 

diagnostic imaging devices and components, in-vitro diagnostics devices, components and reagents, therapeutic 

devices and components, clinical information systems, IT systems and related hardware and software, managing 

and servicing of multi-vendor devices, and managing partners working on behalf of the organization.  

(3) Engineering, configuration, delivery and operations of software and digital services.  

(4) Design, Development of medical devices, medical software products and digital services with or without hosting 

of personal data.  

(5) Manufacturing of medical devices, medical software products and digital services. 

Sub scope (4) assessed in accordance with 005-ITH_SoA_v1.0 
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Certificate GB21/968193, continued 
 

Siemens Healthineers AG; Siemens 
Healthcare Diagnostics GmbH; 
Steiermärkische Medizinarchiv GmbH; 
Varian Medical Systems Finland Oy; ITH 
icoserve technology for healthcare 
GmbH 

 

  

 

ISO/IEC 27001:2022 
 

 

Issue 6 
 

 

Sites  
 

 

Steiermärkische Medizinarchiv GmbH 

Stiftingtalstr. 4-6 8010 Graz Austria 

 

(1) Governance and Assurance by Corporate Cybersecurity and Data Privacy.  

(2) Marketing, sales, planning, distribution, installation, putting in operation, training, service and reconditioning of 

diagnostic imaging devices and components, in-vitro diagnostics devices, components and reagents, therapeutic 

devices and components, clinical information systems, IT systems and related hardware and software, managing 

and servicing of multi-vendor devices, and managing partners working on behalf of the organization.  

(3) Engineering, configuration, delivery and operations of software and digital services.  

(4) Design, Development of medical devices, medical software products and digital services with or without hosting 

of personal data.  

(5) Manufacturing of medical devices, medical software products and digital services. 

Sub scope (3) assessed in accordance with 004-MARC_SoA_v1.0 

 
 

 
 

Noona (Varian Finland Oy) 

Alvar Aallon Katu 5C, Helsinki, Finland  

 

(1) Governance and Assurance by Corporate Cybersecurity and Data Privacy.  

(2) Marketing, sales, planning, distribution, installation, putting in operation, training, service and reconditioning of 

diagnostic imaging devices and components, in-vitro diagnostics devices, components and reagents, therapeutic 

devices and components, clinical information systems, IT systems and related hardware and software, managing 

and servicing of multi-vendor devices, and managing partners working on behalf of the organization.  

(3) Engineering, configuration, delivery and operations of software and digital services.  

(4) Design, Development of medical devices, medical software products and digital services with or without hosting 

of personal data.  

(5) Manufacturing of medical devices, medical software products and digital services. 

Sub scope (4) assessed in accordance with 006-NOONA_SoA_v1.0 
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Certificate GB21/968193, continued 
 

Siemens Healthineers AG; Siemens 
Healthcare Diagnostics GmbH; 
Steiermärkische Medizinarchiv GmbH; 
Varian Medical Systems Finland Oy; ITH 
icoserve technology for healthcare 
GmbH 

 

  

 

ISO/IEC 27001:2022 
 

 

Issue 6 
 

 

Sites  
 

 

Siemens Healthcare Diagnostics GmbH 

Siemensstrasse 90, 1210 Vienna 

 

(1) Governance and Assurance by Corporate Cybersecurity and Data Privacy.  

(2) Marketing, sales, planning, distribution, installation, putting in operation, training, service and reconditioning of 

diagnostic imaging devices and components, in-vitro diagnostics devices, components and reagents, therapeutic 

devices and components, clinical information systems, IT systems and related hardware and software, managing 

and servicing of multi-vendor devices, and managing partners working on behalf of the organization.  

(3) Engineering, configuration, delivery and operations of software and digital services.  

(4) Design, Development of medical devices, medical software products and digital services with or without hosting 

of personal data.  

(5) Manufacturing of medical devices, medical software products and digital services. 

Sub scope (2 & 3) assessed in accordance with 003-SHD_SoA_v1.0 
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